
HOW ACS MONITORS 
AND PROTECTS iPAD 
DEVICES FILTERED INTERNET AT SCHOOL

Internet provided at school is filtered for 
content. This filter enforces SafeSearch 
and blocks inappropriate websites, 
images, videos, and social media.

EMAIL PROTECTION
Email is restricted to ACS-owned 
domains and is filtered and 
archived for content. Our filtering 
software searches email and 
online storage content for 
keywords, including bullying, 
self-harm and harm to others.

INTERNET AT HOME

When at home and at school, student 
internet is always filtered. This filter 
enforces SafeSearch and blocks 
inappropriate websites, images, videos 
and social media. Also, Securly alerts 
admins for violations of Acceptable Use 
Policy offenses, which include bullying, 
self harm, etc.

CONTINUED PROTECTION
ACS utilizies multiple measures and 
softwares to protect our students. 

Even if the iPad is erased, all of these 
security features are automatically and 
immediately restored to the device.

A MESSAGE FROM THE ACS 
TECHNOLOGY DEPARTMENT
The Technology department’s top priority is to keep students safe and 
focused on instruction. We use top-of-the-line security features available 
on the market and have multi-layered protection to ensure safety.

As always, please contact us with any questions or concerns that you 
may have.

TEACHER MONITORING 
& CONTROL

In the classroom, teachers have control 
over the iPad devices. Using the 
Classroom App, they can remotely monitor 
each device in real-time to see what the 
student is viewing. Teachers can also lock 
devices at any time.

CONTACT INFORMATION:
901-389-2497

acs1to1@acsk-12.org


